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1
Scope

The present document specifies architecture enhancements to facilitate communications with packet data networks and applications (e.g. Machine Type Communication (MTC) applications on the (external) network/MTC servers) as per the use cases and service requirements defined in TS 22.368 [2], TS 22.101 [3], and related 3GPP requirements specifications. Both roaming and non-roaming scenarios are covered.
The support of transmission of non-IP data via the control plane of the EPS optimized for the support of small data transfer for Inter of Things (IoT) applications is also defined in this document. This EPS optimization is also further defined in TS 23 401 [7].
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AS
Application Server

CDR
Charging Data Record

CDF
Charging Data Function

CGF
Charging Gateway Function
CIoT
Cellular Internet of Things
CP
Communication Pattern

DDN
Downlink Data Notification

IWK-SCEF
Interworking SCEF

MTC
Machine Type Communications

MTC-IWF
Machine Type Communications-InterWorking Function

NIDD
Non-IP Data Delivery
PCRF
Policy and Charging Rules Function

P‑GW
PDN Gateway

PSM
Power Saving Mode

SCEF
Service Capability Exposure Function

SCS
Services Capability Server

SLF
Subscriber Location Function

SME
Short Message Entities

SMS-SC
Short Message Service-Service Centre

SRI
Send Routing Information

4.3.3.6
T6a/T6b Reference Point Requirements

The T6a and T6b reference points shall fulfil the following requirements:

-
T6a connects the SCEF to the serving MME;

-
T6b connects the SCEF to the serving SGSN;
-
supports the following functionality:

-
monitoring event configuration by the SCEF at the serving MME/SGSN;

-
monitoring event reporting by the serving MME/SGSN to the SCEF;
-
NIDD to/from the serving MME.
4.3.3.8
T6ai/T6bi Reference Point Requirements

The T6ai and T6bi reference points shall fulfil the following requirements:

-
T6ai connects the IWK-SCEF to the serving MME;

-
T6bi connects the IWK-SCEF to the serving SGSN;

-
T6ai/T6bi support the following functionality:

-
Monitoring Event reporting by the serving MME/SGSN to the IWK-SCEF;

-
Forwarding of the Monitoring configuration information from the MME/SGSN to the IWK-SCEF;

-
Forwarding of the NIDD configuration information from the MME to the IWK-SCEF;

-
NIDD between the serving MME and the IWK-SCEF.

4.4.5
SGSN/MME/MSC
SGSN and MME specific functionality to support the Indirect and Hybrid models of MTC includes the following:

-
SGSN terminates the T5a reference point;

-
MME terminates the T5b reference point;

-
MSC terminates the T5c reference point;

-
MME terminates the T6a reference point;

-
SGSN terminates the T6b reference point;

-
receives device trigger from MTC-IWF;

-
encapsulates device trigger information in NAS message sent to the UE used for MTC;

-
receives device trigger acknowledgement from the triggering UE;

-
reports device trigger delivery success/failure status to MTC-IWF;

-
may provide SGSN/MME congestion/load information to MTC-IWF;

-
monitoring event configuration by the SCEF; and

-
monitoring event reporting to the SCEF.

-
The MME transfers non-IP data to the UE via control plane of EPS optimized for CIoT defined in TS 23.401 [7].
-
The MME transfers non-IP data to the (IWK-)SCEF.
-
MME may use the CP parameters for deriving the CN assisted eNB parameters. The CP parameters received from the HSS are used by the MME as input to derive the CN assisted eNB parameter values.

NOTE:
In this Release of the specification, T5a/b/c reference points are not specified.

4.4.9
Interworking SCEF

The Interworking SCEF (IWK-SCEF) is optional. When deployed, the IWK-SCEF is located in the VPLMN for inter-connection with the SCEF of the HPLMN. The Interworking SCEF receives the Monitoring Event Reports from the underlying entities and sends them to the SCEF. The Interworking SCEF sends the non-IP data between the MME and the SCEF.
NOTE:
In this release the only VPLMN network entities connected towards the IWK-SCEF are the MMEs and SGSNs.

The functionality of the Interworking SCEF may include the following:

-
Normalization of reports according to roaming agreement between VPLMN and HPLMN, e.g. change the location granularity (from cell level to a level appropriate for the HPLMN) of Monitoring Event Reports received from the underlying entities; and

-
Optionally, generate charging/accounting information:

-
For generation of charging/accounting information, the IWK-SCEF receives the Monitoring configuration information as well as the Monitoring Event Report from the underlying nodes;

-
For generation of charging/accounting information, the IWK-SCEF receives the NIDD configuration information as well as the non-IP data from the MME and/or SCEF.

4.5.2
PS-only Service Provision

PS-only service provision is providing a UE with all subscribed services via PS domain. PS-only service provision implies a subscription that allows only for services exclusively provided by the PS domain, i.e. packet bearer services and SMS services. The support of SMS services via PS domain NAS is a network deployment option and may depend also on roaming agreements. Therefore, a subscription intended for PS-only service provision may allow also for SMS services via CS domain to provide a UE with SMS services in situations when serving node or network don't support SMS via PS domain NAS. The functionality that enables PS-only service provision is described in TS 23.060 [6] and TS 23.272 [11].

The functionality that enables PS-only service provision for SMS delivery in IMS is described in TS 23.204 [13].
UEs that use the EPS optimized for CIoT shall only use PS services.

In the context of EPS optimized for CIoT, a UE may perform an EPS attach with no PDN connection. Further details are in TS 23.401 [7].
4.5.x
Non-IP Data Delivery (NIDD)
Functions for NIDD may be used to handle mobile originated (MO) and mobile terminated (MT) communication with UEs, where the packets used for the communication are not based on the internet protocol.

The SCS/AS requests configuration of information necessary for delivery of non-IP data, i.e. the SCS/AS triggers Configuration for NIDD procedure described in clause 5.x.1. This allows:
-
The MME to obtain the uplink path information (SCEF ID) and downlink path information (IMSI) associated with the SCEF Reference ID; and
-
The SCEF to obtain the uplink path information (SCS/AS Identifier) and downlink path information (Serving MME Address or IWK-SCEF ID) associated with the SCEF and SCS/AS Reference IDs.
MO/MT non-IP data can be delivered through the uplink/downlink path associated with the reference IDs.
For a given UE, NIDD (MO and MT) is only allowed between 3GPP network and a single SCEF.
Between the UE and the MME, data is delivered via the control plane optimized for CIoT described in TS 23.401 [7].
5.x
NIDD procedures

5.x.1
Configuration for NIDD procedure
Figure 5.x.1-1 illustrates the procedure of configuring necessary information at the SCEF, the HSS, the MME, and optionally the IWK-SCEF for NIDD. The procedure can also be used for replacing and deleting configuration information.
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Figure 5.x.1-1: Configuration for NIDD procedure

1.
The SCS/AS sends an NIDD Configuration Request (External Identifier(s) or MSISDN(s), SCS/AS Identifier, SCS/AS Reference ID, Maximum Number of NIDD, NIDD Duration, NIDD Destination Address, SCS/AS Reference ID for Deletion, Non-IP Data) message to the SCEF.

NOTE 1:
A relative priority scheme for the treatment of multiple SCS/AS NIDD Configuration Requests, e.g. for deciding which requests to serve under overload condition, can be applied. This priority scheme is used locally by the SCEF, i.e. it is not used nor translated in procedures towards other functions.
NOTE 2:
MT non-IP data in the SCS/AS can trigger the NIDD Configruation Request message. The SCEF can send the MT non-IP data after the Configuration for NIDD procedure.
2.
The SCEF stores SCS/AS Reference ID, SCS/AS Identifier, NIDD Destination Address, NIDD Duration, and Maximum Number of NIDD. The SCEF assigns an SCEF Reference ID. Based on operator policies, if either the SCS/AS is not authorized to perform this request (e.g. if the SLA does not allow for it) or the NIDD Configuration Request is malformed or the SCS/AS has exceeded its quota or rate of submitting NIDD Configuration Requests, the SCEF performs step 9 and provides a Cause value appropriately indicating the error. If the SCEF received an SCS/AS Reference ID for Deletion, the SCEF derives the related SCEF Reference ID for Deletion.
3.
The SCEF sends an NIDD Configuration Request (External Identifier or MSISDN, SCEF ID, SCEF Reference ID, Maximum Number of NIDD, NIDD Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier) message to the HSS to configure necessary information for NIDD on the HSS and on the MME, if required.
4. The HSS examines the NIDD Configuration Request message, e.g. with regard to the existence of External Identifier or MSIDSN, whether any included parameters are in the range acceptable for the operator or whether the NIDD configuration that shall be deleted is valid. The HSS optionally authorizes the chargeable party identified by Chargeable Party Identifier. If this check fails the HSS follows step 8 and provides a Cause value indicating the reason for the failure condition to the SCEF.


The HSS stores the SCEF Reference ID, the SCEF ID, Maximum Number of NIDD, NIDD Duration and the SCEF Reference ID for Deletion as provided by the SCEF.

5.
The HSS sends an Insert Subscriber Data Request (SCEF ID, SCEF Reference ID, Maximum Number of NIDD, NIDD Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier) message to the MME, e.g. during the attach procedure.

6.
If the MME is configured to use an IWK-SCEF for the PLMN of the SCEF, the MME sends an Inform IWK-SCEF (SCEF ID, SCEF Reference ID, Maximum Number of NIDD, NIDD Duration, SCEF Reference ID for Deletion, Chargeable Party Identifier) message to the IWK-SCEF.
NOTE 3:
In case of change in the serving MME, the new/target MME is expected to inform IWK-SCEF of the UE mobility. The details are left to Stage 3. 

Otherwise, the MME performs Step 9.
7.
The IWK-SCEF may authorize the request, e.g. if the NIDD is covered by a roaming agreement and notes the SCEF Reference ID for Deletion if available. If this authorization fails the IWK-SCEF follows step 9 and provides a Cause value indicating the reason for the failure condition to the MME. Based on operator policies, the IWK-SCEF may also reject the request due to other reasons (e.g. overload or the quota defined by an SLA has been exceeded).


If the request indicates deletion of a NIDD configuration, the IWK-SCEF shall perform any final operations necessary, e.g., generation of final charging information, delete any stored parameters, and send an acknowledgement to the MME in step 9.


If the request indicates continuous reporting (new or a modification), the IWK-SCEF may authorize the request and, if authorization is successful, stores the received parameters, sends an acknowledgement to the MME in step 9, and starts to watch for the reception of non-IP data.

8.
If the authorization is successful, the IWK-SCEF sends an Authorization from IWK-SCEF (Cause) message to MME/SGSN.

9.
The MME verifies the request, e.g. if the NIDD is covered by a roaming agreement when the request is from another PLMN or whether it serves the SCEF Reference ID for Deletion and can delete it. If this check fails the MME follows step 10 and provides a Cause value indicating the reason for the failure condition to the SCEF. Based on operator policies, the MME may also reject the request due to other reasons (e.g. overload or HSS has exceeded its quota or rate of submitting NIDD Configuration Requests defined by an SLA).


The MME stores the received parameters in Step 5 and the IWK-SCEF ID, if available, in the MM context and starts to watch for the indicated NIDD from the UE unless it is a One-time request and the MME has already received non-IP data from the UE until the time of sending Insert Subscriber Data Answer. The MME deletes the NIDD configuration identified by the SCEF Reference ID for Deletion, if provided.

NOTE 4:
The MME will transfer the parameters stored for every NIDD event as part of its context information during an MME change. If the UE detaches from the network, the HSS will receive the remaining number of reports in the Maximum Number of NIDD parameter.

10.
If the NIDD configuration is successful, the MME sends an Insert Subscriber Data Answer (Cause) message to the HSS. If the MME is configured to use an IWK-SCEF for the PLMN, the MME includes the IWK-SCEF ID in the Insert Subscriber Data Answer message.
11.
The HSS sends an NIDD Configuration Response (SCEF Reference ID, Serving MME Address, IWK-SCEF ID, Cause) message to the SCEF to acknowledge acceptance of the NIDD Configuration Request and the deletion of the identified NIDD configuration, if it was requested. The HSS deletes the NIDD configuration identified by the SCEF Reference ID, if it was requested. The HSS includes the Serving MME Address information for the SCEF to send non-IP data to the MME for MT NIDD to the UE. If the HSS received the IWK-SCEF ID in step 10, it includes the IWK-SCEF ID instead of the Serving MME Address in the NIDD Configuration Response message.
12.
The SCEF sends an NIDD Configuration Response (SCS/AS Reference ID, Cause) message to the SCS/AS to acknowledge acceptance of the NIDD Configuration Request and the deletion of the identified NIDD configuration, if it was requested. 
5.x.2
MO NIDD procedure
The SCS/AS can receive non-IP data from the UE via the SCEF. For the reception of non-IP data via the SCEF, the SCS/AS must have requested NIDD configuration. The reference IDs of SCS/AS and SCEF used in this procedure were obtained via the Configuration for NIDD procedure.
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Figure 5.x.3-1: MO NIDD procedure

1.
MO non-IP data is received from the UE by the MME (see clause x.y of TS 23.401 [7]) at which the NIDD configuration is achieved. The MME determines to send the non-IP data via the SCEF (see clause a.b of TS 23.401 [7]).
2a.
If the MME is not configured to use an IWK-SCEF, the MME sends an MO NIDD Indication (SCEF Reference ID, Non-IP Data) message to the SCEF.
2b.
If the MME is configured to use an IWK-SCEF, the MME sends the MO NIDD Indication message to the IWK-SCEF and the IWK-SCEF sends an MO NIDD Indication (SCEF Reference ID, Non-IP Data) message to the SCEF.
3.
Using the SCEF Reference ID, the SCEF retrieves the associated SCS/AS Reference ID along with the NIDD Destination Address or, if not available, the address of the SCS/AS as destination for the MO NIDD Indication message. The SCEF sends an MO NIDD Indication (SCS/AS Reference ID, External ID or MSISDN, Non-IP Data) message to the identified destination.
4.
The SCS/AS acknowledges the MO NIDD Indication to the SCEF.

5.
The SCEF acknowledges the MO NIDD Indication to the MME (via the IWK-SCEF if the IWK-SCEF is used).
5.x.3
MT NIDD procedure
The SCS/AS can send non-IP data to the UE via the SCEF. For the transmission of non-IP data via the SCEF, the SCS/AS must have requested NIDD configuration. The reference IDs of SCS/AS and SCEF used in this procedure were obtained via the Configuration for NIDD procedure.
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Figure 5.x.3-1: MT NIDD procedure

1.
The SCS/AS needs to send MT non-IP data for the UE.
2.
The source node sends an MT NIDD Request (SCS/AS Reference ID, Non-IP Data) message to the SCEF. 

3.
Using the SCS/AS Reference ID, the SCEF retrieves the associated SCEF Reference ID along with the Serving MME Address (step 3a) or the IWK-SCEF ID (step 3b). 

If the Serving MME Address is available, the SCEF sends an MT NIDD Request (SCEF Reference ID, Non-IP Data) message to the serving MME (step 3a). If the IWK-SCEF ID is available, the SCEF sends an MT NIDD Request (SCEF Reference ID, Non-IP Data) message to the IWK-SCEF (step 3b). The IWK-SCEF sends an MT NIDD Request (SCEF Reference ID, Non-IP Data) message to the serving MME.
4.
The MME delivers the non-IP data to the UE (see clause x.x of TS 23.401 [7]).
5a.
The MME responds to the MT NIDD Request towards the SCEF.

If the MME cannot deliver the MT non-IP data, the MT NIDD Request shall be rejected towards the SCEF with a proper cause value. The SCEF sends a Subscriber Information Request (External Identifier or MSISDN) message to the HSS to retrieve the related HSS stored Serving MME Address and the HSS sends the Subscriber Information Response (External Identifier or MSISDN, Serving MME Address, cause) message. The SCEF performs step 3 with the new Serving MME Address.

5b.
The MME responds to the MT NIDD Request towards the IWK-SCEF and the IWK-SCEF responds to the MT NIDD Request towards the SCEF.

6.
The SCEF responds to the MT NIDD Request towards the SCS/AS.
_1509376053.vsd
MME


IWK-SCEF


SCEF


SCS/AS


1. Non-IP data arrives from the UE


2a. MO NIDD Indication (Non-IP Data)


2b. MO NIDD Indication (Non-IP Data)


2b. MO NIDD Indication (Non-IP Data)


3. MO NIDD Indication (Non-IP Data)


4. MO NIDD Ack


5a. MO NIDD Ack


5b. MO NIDD Ack


5b. MO NIDD Ack



_1509380557.vsd
MME


IWK-SCEF


SCEF


SCS/AS


1. Non-IP data exists for the UE


2. MT NIDD Request (Non-IP Data)


3a. MT NIDD Request (Non-IP Data)


3b. MT NIDD Request (Non-IP Data)


3b. MT NIDD Request (Non-IP Data)


5a. MT NIDD Response


5b. MT NIDD Response


5b. MT NIDD Response


6. MT NIDD Response


4. Non-IP data delivered to the UE



_1509287772.doc


SCS/AS







MME







9. MME handling







7. IWK-SCEF handling







8. Authorization from IWK-SCEF 











6. Inform IWK-SCEF







IWK-�SCEF







4. HSS handling







10. Insert Subscriber Data Answer







5. Insert Subscriber Data Request 











11. NIDD Config Response







3. NIDD Config Request







2. SCEF handling







12. NIDD Config Response







1. NIDD Config Request







SCEF







HSS












